Agenda

1. Expanding campus alerts with desktop notifications
2. Integrated Student Team update
3. Updates to security policy 4-004
4. Deprovisioning email accounts
5. Anonymous network access
6. Risk subcommittee report
7. DUO authentication screen changes
8. SITC meeting frequency
9. Open floor
1. Expanding campus alerts with desktop notifications

Stuart Moffatt, associate director for Emergency Management, will present a proposal to expand the capability of Campus Alert (the University’s mass notification system) to include notifications to desktops in student, staff, and faculty spaces on lower campus. This was presented to, and approved by, the Architecture & New Technology Committee (ANTC) in November 2018.

This is an action item.
2. Integrated Student Team update

Cory Stokes, Associate Dean of Undergraduate Studies and Digital Learning Officer, will give a general update on the Integrated Student Team (IST).

This is an information item.
3. Updates to security policy 4-004

Trevor Long, associate director for governance, risk & compliance, will update the committee on upcoming changes to University Policy 4-004, based on recent changes to the Regents IT security Policy R345.

This is an information item.
4. Deprovisioning email accounts

Corey Roach, manager for enterprise security, will give an overview of deprovisioning email accounts at the U and ask the committee for a recommendation to create a working group that will look at specific use cases and solutions.

This is an action item.
5. Anonymous network access

Corey Roach, manager for enterprise security, will discuss anonymous network access and will ask the committee for recommendations and/or approval on revising the access method to UGuest, which would allow for identifiable connections to the U’s network.

This could be a discussion or action item.
6. Risk subcommittee report

Randy Arvay, Chief Information Security Officer, will give a report on recent activity by the U’s risk subcommittee (which was originally approved by SITC in May 2018), specifically in regards to web-hosted DNS integration.

This is an information item.
7. DUO authentication screen changes

Randy Arvay, Chief Information Security Officer, will update the committee on recent changes to the DUO authentication screen that now allow for self-service tokens.

This is an information item.
8. SITC meeting frequency

Cynthia Furse, SITC Chair, will propose a change to the frequency of SITC meetings. Currently, SITC meetings are held on a monthly basis. Dr. Furse will propose changing the meetings to occur on a bimonthly (every other month) basis, keeping in mind that meetings will generally be canceled during the months of July and December.

This is an action item.
9. Open floor

Any issues that need to be discussed here publicly before we next meet?